Protecting Your Job Search: Stay Safe from Recruitment Scams
At Adecco, making the future work for everyone starts with keeping your job search secure.
As one of the leading recruitment agencies in Malaysia, we’ve seen a rise in job scams and employment fraud. Scammers often impersonate reputable organisations—like Adecco—to trick job seekers into sharing personal information or sending money. We want to ensure your path to a better career is safe and trustworthy. Here's how you can protect yourself from these fraudulent schemes.

🔍 What Do Job Scams Look Like?
Scammers may pose as Adecco consultants, reaching out via email, WhatsApp, social media, SMS, or even job boards. They may:
· Offer unrealistic job opportunities (such as translation, data entry, etc) with guaranteed high income and little effort.
· Ask for personal details or payment upfront for things like “training,” “job kits,” or “accreditation.”
· Use unprofessional communication styles with poor grammar or fake profiles.
· Push you to transfer money on behalf of someone else (a form of money laundering).
· Use unofficial email domains (e.g. @gmail.com, @yahoo.com) instead of an official Adecco domain.

🚩 Red Flags to Watch Out For
· You receive an unsolicited job offer that seems too good to be true.
· You're asked for money—directly or indirectly—as part of the recruitment process.
· The recruiter uses a personal email address instead of a company one (e.g. name@adecco.com).
· You’re offered a role without an interview or proper assessment.
· The job description is vague or filled with errors.
· The person contacting you avoids providing verifiable company information.
Remember: Adecco will never ask for any form of payment from job seekers. We’re here to open doors, not create obstacles.

🛡️ What to Do If You're Unsure
If you suspect a scam or are unsure whether a message truly came from Adecco, please don’t hesitate to verify. Reach out to us at marketing.my@adecco.com.
Your future matters—and so does your security.
Let’s make the future work for everyone—safely, transparently, and with trust.

